Mobile Communications Access Agreement

I have received the appropriate permission for mobile device data access to the Harker network including use of an email application.
I understand the following:
1. Mobile carrier, and phone operating system must be on Harker’s approved list available in the Faculty/Staff portal
2. Because each manufacturer’s implementation can vary, there is no guarantee that connectivity will be successful even if the carrier and phone operating system are approved
3. A password of appropriate complexity (currently six (6) characters) must be in place and will be checked remotely
4. That I must notify Harker’s Information Technology Support Services as soon as it is known that the phone has been lost or stolen
5. That the phone can be wiped remotely at Harker’s discretion
6. That, on termination of employment, the phone will be brought to Tech Services and all Harker data will be removed 
7. That support will be provided strictly on an “as available” basis and only during normal working hours
8. This service is provided solely as a convenience and may be terminated at any time
9. That I will adhere to the provisions of the Use of Electronic Information Resources Policy (Section 5.2) as outlined in the Personnel Policies Handbook
Phone information: Phone Number:________________
Carrier (i.e. Verizon, AT&T):____________Operating System (i.e. Android 2, Blackberry 5):________
Manufacturer of phone: ______________ Model (include number): __________________________
[bookmark: _GoBack]Printed Name: ______________________  Date: _________________
Signature: ____________________________

Received Tech Services Date: _________________ Access Available Date: _____________________

